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ABSTRACT

The Internet of Things is a dynamic global network infrastructure consisting of interconnected smart devices with identification, sensing, data processing, 
and communication capabilities. It provides an intelligent ecosystem for the information society by enabling advanced services, standards, and 
platforms. Due to the growing market for smart devices with IP connectivity, several companies introduced low power Wi-Fi products optimized for 
IoT applications. Because Wi-Fi has established itself as one of the most popular wireless network technologies offering connectivity, has brought many 
advantages for IP enabled IoT devices (e.g., high data rate, mobility, built-in IP-network compatibility, easy integration with existing infrastructure), and 
has generated momentum in the IoT industry. However, since Wi-Fi was originally developed for high bandwidth applications targeting the consumer 
electronics market, it was not considered as a feasible technology for IoT applications. Wi-Fi-based IoT devices are typically battery-operated. Their 
wireless communication modules consume a relatively high amount of energy in case data needs to be sent a long distance, thus battery lifetime 
requirement for these devices remains a primary concern. Such small devices should transmit at high efficiency to conserve battery power, and they 
are required to sustain reliable operation for years on batteries even in the presence of heavy interference. Considering the limitations of battery power 
and long operational lifetime, the development of energy-efficient systems for these devices is an important issue. In this study, we analyzed the power 
consumption of a Wi-Fi IoT device deployed in field settings, where power infrastructure is inaccessible. We investigated how the device’s Wi-Fi module 
influences the power consumption in the IoT environment. In our experimental results, we observed that Wi-Fi-based IoT devices are still power-hungry 
and can operate well with low power consumption by using energy-optimized power modes..
Keywords: Internet of Things, wireless LAN, low power Wi-Fi, system-on-chip, energy consumption, battery life

Introduction

The Internet of Things (IoT) is a rapidly developing technology that has a wide range of ap-
plication domains, technological innovations, and social impacts. It offers an intelligent eco-
system with infinite opportunities in which embedded computing systems interact with each 
other and the Internet. It is a paramount technology for the information society and has led to 
a paradigm shift in many research areas [1]. 

Wireless communication technologies have attracted a great deal of attention in recent years, 
and therefore, the design and implementation of energy-efficient IoT systems have become 
more critical. IoT devices used must operate well in the IoT environment without the possibil-
ity of periodic maintenance. The replacement of these devices can be time-consuming, com-
plicated, and expensive, even when the device itself is of low cost [1]. In addition to achieving 
their primary goals, they must provide extra functionalities such as energy-efficient operation, 
network compatibility, self-powered, self-diagnostics, and self-sustained. Moreover, they need 
to be extremely secure, robust, and reliable. In order to fulfill all mentioned requirements, they 
need to possess a certain level of intelligence along with a small form factor [1].

One of the consequences of the IoT is the creation of a wireless network that allows the inter-
connection of geographically distributed smart devices employed for sensing and monitoring 
physical phenomena to be able to connect between them and easily send their data to the 
related systems. The primary problem is how to obtain information from these devices for 

https://doi.org/10.1145/1132905.1132928


63

Electrica 2020; 20(1): 62-70
Yüksel M.E. Power Consumption in Wi-Fi IoT Devices

the region in which they are deployed. Will they store the data 
in a memory unit, and somebody has to go and copy/transfer 
the data periodically to another device? How will these devices 
send the data? The main benefit of wireless transmission is that 
there is no required to install cables; hence, the devices will be 
able to be deployed anywhere. Wireless fidelity (Wi‐Fi) is a de-
sirable option and one of the most popular wireless network 
technologies for smart devices as it provides fast deployment, 
flexibility, and mobility support. However, being wireless also 
means that it has to rely on a battery to sustain itself [2, 3].

Wi-Fi is usually considered as a power-hungry wireless network 
technology and has not been widely adopted in the IoT era. 
The deployment, setup, and use of Wi-Fi-based IoT devices are 
also challenging tasks in IoT applications that have different re-
quirements. The environment where IoT devices are deployed 
in order to monitor environmental events is highly dynamic. 
Therefore, power consumption influences the operation of 
Wi-Fi IoT devices significantly and imposes on the IoT system 
different restrictions. As a result of the power management 
policy, operation lifetime is one of the critical issues in all IoT 
applications. 

Several IoT applications (e.g., smart cities, smart grid, home and 
building automation, industrial control, precision agriculture, 
and environmental monitoring) can make use of a constant 
power supply provided by energy harvesting systems in which 
their usage is still marginal. Although it is possible to use an 
autonomous power supply from alternative energy sources in 
some IoT environments, IoT devices tend to be battery-pow-
ered in order to keep their operations non-intrusive. However, 
in most cases, batteries are not expected to be recharged or re-
placed with new ones. Therefore, energy should be conserved. 
There are various methods/techniques to do so, both in hard-
ware and software. From the hardware perspective, it is essen-
tial to select the system hardware components carefully. These 
components must feature low power consumption while pro-
viding the required capacity. From the software perspective, 
energy can be saved by controlling the data to be sent (i.e., 
packet size, number of packets) and the transmitting power. 
Radio activities (i.e., transmitting and receiving data) in IoT ap-
plications consume much energy compared with sensing and 
data processing activities. In this context, it is essential to con-
trol the amount of data to send and the frequency at which it 
is sent while maintaining the quality of service (QoS) required 
by the IoT application. Moreover, the further the data are sent, 
the more the energy needed, and the more the interferences 
produced. Therefore, it is also important to control the trans-
mission range based on the destination to reach [4, 5].

In this study, we investigated the feasibility of Wi-Fi for bat-
tery-powered IoT devices. We focused on the performance con-
cerning power consumption, interface type used, connectivity, 
and communication range. The remainder of the paper is orga-
nized as follows: Section 2 presents the related work. Section 3 
describes the material and method for our tests and measure-
ments. Section 4 presents an experimental study to analyze the 

power consumption of the Wi-Fi IoT device. Section 5 discusses 
the research findings. Finally, we conclude the article.

Related Work
Various studies discuss the technologies, standards, character-
istics, and applications of IoT [6-10]. However, these studies did 
not cover the recent wireless technologies and their suitability 
for IoT applications. Moreover, with an ever-increasing demand 
for new IoT applications, energy consumption has been the pri-
mary concern for the IoT devices. With the limited energy stor-
age, an IoT device’s battery will deplete eventually, and replac-
ing the battery manually/periodically will require great human 
efforts.  In this context, several low power wireless technolo-
gies such as Bluetooth Low Energy (BLE), ZigBee, IEEE 802.15.4 
with 6LoWPAN, IEEE 802.11ah (Wi-Fi HaLow), LoRa, and Sigfox 
have been developed for IoT applications. Besides, numerous 
approaches have been proposed in the literature in order to 
operate IoT systems energy-efficient and extend network life-
time [11-13]. However, since Wi-Fi technology is usually con-
sidered not to be efficient in terms of power usage, not much 
research has been done on Wi-Fi-based IoT devices.

In [14], Tsao and Huang presented a study including the energy 
consumption problems and energy-efficient technologies of 
the MAC protocol in Wi-Fi WLAN. In [15], Thomas et al. focused 
on the power usage of the most common protocols, Wi-Fi and 
433MHz, and they discussed the power aspects of using each 
protocol in an IoT environment with experiments performed 
by a developed board. In [16], Thomas et al. presented an 
extension of their previous study [15]. They analyzed a Wi-Fi-
based wireless sensor’s power consumption, with and without 
an external microcontroller optimized for low power operation, 
which can be used to turn the Wi-Fi module on and off. They 
evaluated whether it is possible to reduce the Wi-Fi power con-
sumption to the point where Wi-Fi can be employed instead of 
other wireless technologies. In [17], Feeney and Nilsson con-
ducted several experiments by measuring the per-packet en-
ergy consumption of a Wi-Fi device working in ad hoc mode. 
The authors stated that energy consumption should be consid-
ered as a network layer issue, as well as MAC layer one. In [18], 
Muller and Rust investigated the energy consumption results 
of five low power Wi-Fi modules that are commonly available 
for embedded applications. They implemented two different 
use cases on all modules and evaluated them regarding energy 
consumption. They provided data to demonstrate the involved 
trade-offs and facilitate the selection of a suitable device. They 
also highlighted several essential aspects of low power Wi-Fi 
embedded system design. In [19], Kellogg et al. introduced a 
passive Wi-Fi system that demonstrates the device can gener-
ate Wi-Fi transmissions using backscatter communication. They 
designed a network stack for the passive Wi-Fi transmitters to 
coexist with other devices in the ISM band. They built a proto-
type backscatter hardware and implemented all four Wi-Fi bit 
rates on an FPGA platform. They designed a passive Wi-Fi IC that 
performs 1Mbps and 11Mbps Wi-Fi transmissions. In [20] Folea 
and Ghercioiu introduced the first ultra-low power Wi-Fi SoC 
named G2C501. They built a battery-operated, low power Wi-Fi 
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device to measure temperature, humidity, light, and vibration 
or motion. They described the device hardware and firmware 
components, power consumption and power management, 
application software, and gave a performance analysis. In [21], 
Lu et al. considered an alternative approach to the traditional 
on/off models. They explored a method that reduces the Wi-Fi 
chipset’s power consumption across all of its operating states. 
Their approach uses the excess channel capacity provided by 
Wi-Fi networks when compared to the bandwidth demands 
of smartphone applications. Leveraging the inherent sparsity 
in direct-sequence spread-spectrum (DSSS) modulation, they 
proposed a transceiver design based on compressive sensing 
that allows Wi-Fi devices to operate their radios at lower clock 
rates when receiving and transmitting at low bit rates. They 
implemented their 802.11b-based design in a software radio 
platform and showed that it seamlessly interacts with exist-
ing Wi-Fi deployments. In [22], Morin et al. presented a com-
parison of the expected lifetime for IoT devices operating in 
several wireless networks: the beacon-enabled IEEE 802.15.4, 
time-slotted channel hopping variant of IEEE 802.15.4e, IEEE 
802.11 PSM, IEEE 802.11ah, BLE, LoRa, and SIGFOX. They devel-
oped a Python-based analyzer that computes the energy con-
sumption and lifetime of the wireless protocols based on the 
power required in a given state and the duration of each state. 
They discussed the suitability of the related wireless technolo-
gies for IoT application requirements and studied the feasibility 
of energy harvesting solutions. In [23], Tozlu et al. studied the 
feasibility of low power Wi-Fi to enable the IP connectivity of 
battery-operated devices by employing commercially avail-
able chips. They evaluated the power consumption of Wi-Fi 
devices by considering three sensor applications, investigated 
the interference impact, and measured the communication 
range performance. In [24], Trasvina-Moreno et al. investigated 
the energy consumption of a Wi-Fi-based wireless sensor de-
vice and its feasibility in an urban environment. They explained 
energy budgeting strategies and presented a theoretical anal-
ysis to evaluate the device’s energy consumption in different 
operating modes. 

Material and Method

We employed an IoT device (FiPy, Pycom Ltd.) [25] in order to 
analyze only the power consumption of its Wi-Fi module. It is a 
small-size, low-cost, and multi-functional high-end embedded 
system. It includes an SoC microcontroller (MCU); a multi-sens-
ing platform consisting of a temperature sensor, a humidity 
sensor, a barometric pressure sensor, an ambient light sensor, 
and a three-axis 12-bit accelerometer; multiple wireless com-
munication technologies which are BT/BLE, Wi-Fi, LoRa, Sigfox, 
cellular LTE CAT M1/NB1; and various peripheral interfaces 
than can be used in different IoT applications. The IoT device 
is based on Linux and uses an embedded micro-operating sys-
tem that supports MicroPython and FreeRTOS. It can perform 
as an end-device, a wireless router, a gateway, or a local data 
collection center in the IoT environment. Figure 1 depicts the 
hardware architecture of the IoT device. Besides, we used the 
ESP32 module, ESP32-DevKitC development board, Asus DSL-

AC88U wireless router, and Arduino Nano in our tests. On the 
server-side, there is a Java application software running on 
MacBook Pro with macOS Catalina.

Our IoT device has an ESP32 SoC MCU (Espressif Systems Co., 
Ltd.) [26] that can function as a complete standalone system or 
as a slave device to a host MCU, reducing communication stack 
overhead on the main application processor. ESP32 employs 
Tensilica Xtensa dual-core 32-bit LX6 MCU. It can interface with 
other systems to provide Wi-Fi and BLE functionality via its SPI, 
I2C, I2S, SDIO, or UART. It can be programmed by using AT com-
mands and native code. Consequently, the IoT device has all 
the advantages required to convert it into a Wi-Fi IoT device by 
appropriate coding loaded into the MCU (e.g., users can utilize 
the ESP32 for their application programs). Figure 2 shows the 
ESP32 hardware architecture.

For the Wi-Fi-based IoT devices with various hardware com-
ponents, the interface type in their system architectures and 
the available interface speed influence the overall energy con-
sumption significantly. Therefore, it cannot always be possible 

Figure 1. System block diagram of the IoT device [25]

Figure 2. ESP32 hardware architecture [26]
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to compare the Wi-Fi energy consumption between these de-
vices directly [18]. 

We can evaluate the Wi-Fi IoT devices depending on the inter-
face type. Wi-Fi modules can be used in a hostless mode (with-
out any external MCU), or a hosted mode where they connect 
to an external MCU employing I2C, SPI, SDIO, or UART interfac-
es. In hostless mode, the Wi-Fi module runs the full Wi-Fi and 
TCP/IP stack. In hosted mode, the Wi-Fi module provides AT 
command library for all Wi-Fi related functions that can be eas-
ily accessed by the external/host MCU over the standard serial 
interface. Thus offers an easy way for users to add Wi-Fi to their 
embedded system designs without having to master the com-
plexities of wireless communication protocols.

Host interface: As illustrated in Figure 3, an external MCU em-
ploys a serial interface such as SPI and UART in order to directly 
read/write from/to registers on the Wi-Fi module. The register 
interface is used to manage the Wi-Fi transceiver (e.g., sending 
and receiving data, configuring and controlling the Wi-Fi). Ex-
ample devices are TI CC3100 [27] and Microchip ATWINC1500 
[28].

UART interface: The external MCU connects to the Wi-Fi mod-
ule through a UART and runs AT commands to control the 

Wi-Fi transceiver. Figure 4 illustrates the serial communication 
via UART. Using AT commands via UART to send and receive 
data can cause overhead and longer transmission times. Rep-
resentative of this interface type is Microchip RN171 [29], Telit 
GS2200 [30], and Espressif ESP8266 [31].

Wireless SoC (Wi-Fi MCU): It includes an embedded Wi-Fi 
module and allows the user to load the application program 
onto the internal processor that runs the Wi-Fi and TCP/IP stack 
(Figure 5). The user can store and run the application software 
in the MCU without the aid of any external processor. Thus 
provides to build systems where only a single CPU is required. 
Exemplary devices in this category are TI CC3235 [32], Telit 
WL865E4-P [33], and Espressif ESP32. 

Experimental Study
The network we designed consists of Wi-Fi IoT devices con-
nected to the Internet through a similar IoT device or a wire-
less router. Since the devices are connected to the router, we 
consider that the communication between them may also be 
possible. Figure 6 shows the device operation. In the start-up 
phase, after the device is powered up, it activates its Wi-Fi mod-
ule and tries to associate itself with the router. It then gets its 
IP address through DHCP. We take into account the possibility 
that the device may lose its connection to the router for any 
reason. Therefore, we assume that the start-up process of the 
device occurs once in a certain period. Finally, the device sends 
its data to the HTTP server (a data collection center) period-

Figure 3. Host interface on external MCU (using drivers)

Figure 4. UART interface (AT commands via UART)

Figure 5. Wi-Fi MCU (application program on the CPU)
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ically or when an event occurs. In these cases, an interrupt is 
triggered based on a timer. After the start-up phase, the device 
wakes up periodically to send keep-alive messages to the rout-
er to prevent disconnection.

The power consumption of a Wi-Fi-enabled IoT device can vary 
depending on the device’s hardware features and IoT applica-
tion requirements. Moreover, the length of the communication 
sequence, data-rate, packet-size (the amount of transmitted 
or received data), security scheme, transport layer protocol, 
MAC-layer retransmissions, and application program size can 
influence the power consumption. In this study, we defined 
two distinct scenarios to analyze the power consumption of 
the Wi-Fi-based IoT device: upload and download. Both scenar-
ios include an end-device, a wireless router (gateway), and a 
server on the Internet (HTTP server). We performed our tests 
by making use of the techniques presented in [18] and [23]. In 
order to minimize the potential changes caused by external 
factors, the following conditions were taken into account and 
applied for our tests.

• Wi-Fi IoT device is the only device currently associated with 
a particular router.

• The device can be employed indoors or outdoors. In both 
cases, the distance between the device and the router is 
constant.

• WPA2-PSK (AES) security scheme is used for all data trans-
missions.

Upload scenario: Wi-Fi IoT device acts as a client and uploads 
sensor data to the HTTP server. Once the sensor data is avail-
able, the device turns on its Wi-Fi module, associates itself with 
the router, connects to the server, and then uploads the mea-
surement data to the server. When the uploading process fin-
ishes, the device disconnects from the server and turns off its 
Wi-Fi module. Figure 7 illustrates the upload scenario.

Download scenario: Wi-Fi IoT device turns on the Wi-Fi mod-
ule, associates itself with the wireless router, and starts the 
download process by transmitting its ID to the HTTP server. 
Then, the server sends the related data to the device. After 
the device receives the data, it disconnects from the server 
and turns off its Wi-Fi module. Unlike the upload process, in 
this scenario, the device can download a large amount of data 
from the server. Typical applications can be downloading a file, 
a firmware image, or current weather information to be dis-
played. Figure 8 illustrates the download scenario.

We measured the current drawn at different power modes (Ta-
ble 1). We applied TCP/IP and UDP/IP traffic at different data 
rates with various packet sizes for the transmit state measure-
ments. The power consumption measurements are taken with 
a 3.3V supply at an ambient temperature of 25°C. Each mea-
surement was repeated ten times and averaged to minimize 
the impacts of the factors influencing the device on the results. 
Although all wireless network devices such as routers, gate-
ways, and access points are standards-based, the interaction 
between these devices and IoT clients may not be identical. The 
difference in activity may influence their power consumption 
profiles when Wi-Fi IoT devices are tested with different wire-
less network device models and settings.

Figure 6. Operation of the Wi-Fi IoT device

Figure 7. Uploading data to the server

Figure 8. Downloading data from the server
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We considered a simple upload scenario where the Wi-Fi IoT 
device wakes up periodically, senses its surroundings, sends 
sensor data to the server, and goes back to sleep. Figure 9 
shows the dynamic power consumption of the device for such 
an event of transmitting 260 bytes of data. In our tests, we ob-
served that the device has a rather energy-intensive start-up 
phase when employing the Wi-Fi module. The peak currents 
measured are around 247mA at 3.3V.

Figure 10  depicts the dynamic power consumption of the de-
vice for the download scenario. 

Figure 11 presents the energy consumption status of the de-
vice for different packet sizes and data rates in the upload 
scenario. Depending on the application requirements, the 
device puts itself into different sleep modes between peri-
odic short operations. It spends a small amount of time to 
transmit or receive data. During the wake-up process, it ac-
tivates the hardware components, stabilizes the regulators, 
initializes the operating system, and loads the program from 
flash memory into RAM. Therefore, the majority of time and 
energy goes to the wake-up process and application soft-
ware operations.

Findings
Many Wi-Fi-enabled IoT devices spend most of their time in dif-
ferent low power modes (sleep states) in order to achieve en-
ergy-efficient operations. These devices only need to transmit 
data at specific time intervals. The efficiency in turning off the 
device’s Wi-Fi module and reconnecting when data needs to be 
transmitted, or the efficiency in remaining associated and con-
nected in adjusted low power mode depends on the time inter-
val between two transmissions. In our scenarios, we observed 
that the association of a Wi-Fi IoT device with a wireless router 
requires a relatively high amount of energy. However, our de-
vice has a variety of low power modes where it can stay asso-
ciated with the router and connected to the network (keeps 
its assigned IP address). For example, the ESP32 SoC module 
in the IoT device provides five configurable low power modes: 
active, modem sleep, light sleep, deep sleep, and hibernation. 
Table 2 presents the measurement results obtained from the 
device in the upload scenario. We can state that although the 
energy for each connection is independent of the transmission 
interval, the energy to stay connected directly depends on the 
transmission interval.

We can say that the type of programming interface employed 
has little impact on energy consumption [18]. In order to eval-
uate this claim, the two scenarios (upload and download) were 
both used in two different ways on the Wi-Fi module: using 
native code on the internal CPU (Wi-Fi SoC) and using AT com-
mands on the external MCU. Table 3 shows the measurement 
results. Sending AT commands from a host MCU via a serial in-
terface takes a little more time compared to the native code. 
The native code consumes 8.5% and 4.3% less energy for the 

Table 1. Power consumption measurements

Power mode Power consumption

Active Wi-Fi TX (+14dBm): 180mA
Wi-Fi client: 130mA
Wi-Fi AP: 120mA
Wi-Fi RX and listening: 97mA

Modem sleep 36mA (high speed: 240MHz)
30mA (at 160MHz)
24mA (normal speed: 80MHz)

Light sleep 0.8 mA

Deep sleep 0.17mA (ULP co-processor is active) 
0.12mA (ULP sensor-monitored pattern)
0.025mA (RTC timer + RTC memory)

Hibernate 5 µA

Idle (no radios) 60 mA

Figure 9. Power consumption in the upload process

Figure 10. Power consumption in the download process

Figure 11. Effect of packet size and data rate on energy con-
sumption
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upload and download scenarios, respectively. Therefore, the 
use of native code on the Wi-Fi SoC allows a small reduction in 
energy consumption. On the other hand, in the case of using 
AT commands, the energy consumption of the host MCU also 
has to be taken into account (it leads to additional energy con-
sumption). As a result, we can state that the native code solu-
tion is more favorable than AT commands.

Using UDP protocol instead of TCP protocol helps to reduce 
energy consumption. Because of its design features, TCP (con-
nection-oriented) has a higher overhead than the UDP (con-
nectionless) in order to establish the connection [18]. Table 
4 presents the measurement results for the upload scenario. 
In this scenario, our Wi-Fi IoT device wakes up periodically 
and sends 200 bytes of data. We assume all data packets are 
transmitted successfully without any need for retransmissions. 
WPA2 is used as a security mechanism. UDP reduces the over-
all energy consumption by 14% in our IoT device compared to 
TCP. Although UDP significantly reduces energy consumption, 
it can not provide an extremely effective solution. Our IoT de-
vice has rather small receive buffer sizes compared to the high 
throughput capacity on the server. Since UDP does not provide 
flow control, it can be possible that the server overloads the 
low power IoT device. Therefore, data packets may be lost.

In our study, the energy measurements were carried out by 
employing both a wireless router and another Wi-Fi IoT device 
without any load. Since our device was the only client connect-
ed through the router, similar measurement results occur. In 
real-world applications, the load on the router and the server 
can have a significant impact on the connection time and the 
required energy. In this context, we performed a simple case 
study using the Wi-Fi IoT device in an indoor environment with 
a typical network load. The device connects to the HTTP server, 
sends its ID, and receives data from the server. In this situation, 
we evaluated data transfers and observed that the network load 
significantly influences the connected time and required energy.

The use of different low power modes (sleep states) in a WiFi IoT 
device may not always reduce power consumption effectively. For 
example, wake-up time from the deep sleep mode or hibernation 
mode for our device can slow down data transmission, influence 
the connection time, and increase energy consumption, depending 
on the application requirements. Therefore, sometimes, it may be 
the right solution not to use low power modes for WiFi IoT devices.

There are two different methods for obtaining an IP address in 
IP-based systems: dynamic IP address allocation and static IP 
address allocation. The dynamic IP address allocation employs 
a DHCP server that automatically assigns an IP address every 
time a device accesses the network. It can consume a significant 
amount of energy due to the energy attributed to the DHCP ex-
change involved. On the other hand, the static IP address alloca-
tion is achieved by manually configuring the IP address that the 
system should use statically/permanently. It is relevant for sys-
tems where the control over the IP network topology is possible. 
It is favorable from the energy consumption perspective.

Wi-Fi networks usually use the dynamic IP address allocation for 
ease of management (because DHCP is a very flexible protocol) 
[16]. In this context, we analyzed the power consumption in the 
case of using static and dynamic IP address allocation on the Wi-
Fi IoT device. In our scenarios, the device’s Wi-Fi module is turned 
off to save power after the data transmission is completed, so 
an IP address must be allocated whenever the Wi-Fi module is 
turned on. In our experiments, we observed that there is a con-
siderable amount of reduction in power consumption when us-
ing the static IP address allocation compared to DHCP, and the 
DHCP exchange influences battery life when data transmissions 
are short. However, it can be possible to reduce the IoT device’s 
power consumption by using long DHCP leases.

Conclusion

Ever advancement of wireless communications, digital elec-
tronics, integrated circuits, sensors, micro-electro-mechani-
cal systems, embedded computing systems, and information 
technology has made the fast proliferation of smart devices 
into our daily life. Over the past decade, these devices have 
become mobile terminals of the Internet, and their ever-in-
creasing capabilities have enabled the realization of various IoT 
applications based on the collaborative effort of a large num-

Table 2. Energy consumption of the Wi-Fi IoT device 

Transmission 
period (mins)

Connecting and 
transmitting data

(100 bytes)

Remaining 
connected and 

transmitting data 
(100 bytes)

1 1685 mJ 893 mJ

3 1685 mJ 1956 mJ

5 1685 mJ 2437 mJ

10 1685 mJ 5184 mJ

15 1685 mJ 6270 mJ

Table 3. AT commands vs. Native code

 
Scenario

AT commands Native code

Energy 
(mJ)

Time 
(s)

Energy 
(mJ)

Time 
(s)

Upload (100 bytes) 1842 10.87 1685 10.32

Download (128 KB) 2456 13.45 2350 12.75

Table 4. TCP vs. UDP

Scenario 

TCP UDP

Energy 
(mJ)

Time
(s)

Energy 
(mJ)

Time
(s)

Upload 2476 10.58 2130 9.46
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ber of smart devices. In the future, everything will be able to 
connect to the Internet for intelligent use and management. 
Therefore, both academy and industry address challenges fac-
ing the IoT era.

In this article, we analyzed the power consumption of a Wi-Fi 
IoT device used in the field of environmental monitoring. Two 
different scenarios for the device were performed and then in-
vestigated how its SoC MCU with integrated Wi-Fi consumes 
energy. The obtained results show involved trade-offs and facil-
itate the selection of most appropriate wireless network tech-
nology for IoT applications. Besides, we highlighted several es-
sential aspects that have to be kept in mind during the design 
and implementation of a low power Wi-Fi IoT device. Reducing 
the power consumption of a Wi-Fi IoT device by leveraging the 
different sleep modes supported by the device can be the right 
solution. Using sleep modes is a valuable strategy for dramati-
cally extending the battery life and operational lifetime of the 
Wi-Fi IoT device that does not need to be active all the time. 
Consequently, although Wi-Fi is still relatively power-hungry 
compared to other wireless network technologies in IoT appli-
cations such as BLE, ZigBee, Z-Wave, LoRa, and NB-IoT it can 
provide exciting opportunities for specific IoT applications. 
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